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Abstract— The connection of vehicular ad hoc network (VANETs) to Internet is typically established by roadside units (RSUs). Link 
stability and number of hops are often used as the primary metrics in the relay selection to find the route between vehicles and these 
RSUs. In case of high vehicles density, basing only on those features, one vehicle may be selected as relay for multiple vehicles and if the 
number of relay requests exceeds the service capacity of this vehicle, it might get overloaded, which will increase bottlenecks in the 
network, and affect the connection throughput of VANETs due to continues dropping packets and frequent MAC retransmissions. In this 
paper, we extend an existing stability based routing protocol which connects VANETs to the Internet via IEEE 802.11p technology with an 
efficient overload relay control mechanism, with the objective to distribute uniformly traffic load in the network and make efficient use of 
network bandwidth. The proposed overload relay control based routing protocol reduces significantly the routing overhead and the collision 
in the network basing on contention-based-forwarding (CBF) for broadcasting control messages. The simulation results show that the 
proposed protocol enhances throughput, and decreases the packet loss and overhead.  

Index Terms— Vehicular ad hoc Networks, routing, link stability, overload relay control, relay selection, CBF  

——————————      —————————— 

1 INTRODUCTION                                                                     

ANY wireless networking technologies such as WiMAX 
[1], 3G/4G/5G cellular networks [2], IEEE 802.11-based 
vehicular ad hoc networks (VANETs) named IEEE 

802.11p and so on, are used now to achieve Internet connectiv-
ity for VANETs. IEEE 802.11p [3, 4], also known as Wireless 
Access in Vehicular Environment (WAVE) protocol is an en-
hancement to the 802.11 physical layer (PHY) and medium 
access control sub-layer (MAC) to support high vehicular mo-
bility, faster topological changes, and requirements of high 
throughput in VANETs communication. A halved data rate 
values of 802.11a are available in 802.11p ranging from 3 to 27 
Mbps, and a short-range radio communication of approx-
imately 300m, it divided into seven 10 MHz-wide channels 
available in the frequency band of 5.85-5.925 GHz allocated for 
the Dedicated Short Range Communication (DSRC) in vehicle 
to infrastructure (V2I) and vehicle-to-vehicle (V2V) communi-
cation. One is the control channel used for broadcasting 
transmissions and establishing communications whereas the 
other six remaining are service channels used to exchange da-
ta. 

To provide Internet connectivity to VANETs which is cha-
racterized with high dynamic topology and frequent route 
failure, an efficient routing protocol must be designed. Most 
existing relay selection schemes focus usually on vehicle pa-
rameters such as speed, position, direction, and distance to 
select the furthest relay with high stability in order to connect 
vehicles to Internet via most stable and fewest hop routes. 
Nevertheless, in congested scenarios one vehicle may be se-
lected as a relay for multiple vehicles, when the number of 
relay requests exceeds the service capacity of this vehicle it 
might become overloaded, thus, the dropping packets, enforc-
ing retransmission and large contention delay may be hap-
pened in the network. In this paper, we have extended an ex-
isting stability based routing protocol proposed by [5], with an 
efficient overload relay control mechanism (ORCM). The ob-

jectives of this mechanism are to reduce as much as possible to 
have overload relays which cause bottlenecks in the network, 
to make efficient use of network bandwidth and to choose 
highest throughput routes. 

The rest of the paper is structured as follows. In Section II 
we present the related work. Our proposed work is detailed in 
Section III. The performance of our protocol is discussed in 
Section IV. Finally, we give the conclusion and future work 
directions in Section V. 

2 RELATED WORK 
There are several contributions in the open literature for con-
necting VANETs to the Internet. The proposed protocols to 
extend the Internet to VANETs may be classified into two cat-
egories, the first based on the stationary gateways which use 
fixed RSUs that are installed along the route and serve as In-
ternet access point. Each vehicle can communicate directly 
with the RSU or via multi-hop, the second based on the mobile 
gateways, in this approach, only some vehicles are equipped 
with one or more interfaces and act as gateways to other net-
work vehicles. 

In the research work [5], the authors proposed an efficient 
routing protocol for connecting vehicular networks to the In-
ternet which uses the characteristics of vehicle movements to 
predict the future behavior of vehicles and to select a route 
with the longest lifetime. The proposed protocol aims to 
broadcast the advertisement messages through multi-hops in 
the predefined geographic zone and uses a distributed manner 
to select relay for the re-broadcasting message, this approach 
will connect VANETs to Internet on minimizing overhead 
without flooding network through most stable route. Howev-
er, in congested scenarios, this approach suffers from bottle-
necks because the protocol does not adopt a scheme to use 
bandwidth and to control overload relay control. In order to 
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surpass this problem, we suggested a new overload  relay con-
trol  mechanism  in order to decrease bottlenecks in the net-
work. 

In the paper [6] the authors proposed a new approach 
which integrates VANET with 3G technology in order to con-
nect VANET to the Internet.  The proposed approach is based 
on two mechanisms, a dynamic technique to cluster vehicles 
according to defined criteria and an adaptive management of 
mobile gateways. The clustering is performed on two steps, 
the first step consists of clustering vehicles depending on their 
relative direction to 3G active regions of base station, the 
second step for clustering consists to form sub-clusters by the 
mobile gateways that are within range in each other and that 
have the received strength signal (RSS) with respect to the 
base station is greater than a defined limit.  The discovery 
gateways can be done proactively by broadcasting periodical-
ly advertisement messages from gateways or reactive by 
broadcasting solicitation message from sources vehicles. A 
mobile gateway is selected from other if the RSS with respect 
to the base station and the stability of the link relative to the 
source vehicle are higher than the fixed threshold that is spe-
cific to each cluster and these two parameters are also better 
than those of other gateways. This approach avoids saturating 
base stations allowing just certain vehicles to communicate 
directly with them. The clustering also allows vehicles to bet-
ter manage the inter-vehicle communications and thereby mi-
tigate the effect of the redundancy control messages. Also 
coupling the high data rates of 802.11p-based VANET and the 
wide coverage area of 3G/UMTS allows vehicles to communi-
cate with UMTS base station using high data transmission rate 
via large distance. The proposed approach does not imple-
ment load control mechanism that can be very useful to avoid 
saturating a given gateway. 

The BCRPV [7] (Broadcast Control-Based Routing Protocol 
for Internet Access in VANETS)   connects the vehicles on the 
road through the Internet mobile gateways with the objective 
to make efficient use of the network bandwidth. The estab-
lishment of routes is done on a reactive approach, and the 
geographical information exchanged locally is used to de-
crease the effect of the flooding network of the reactive ap-
proach. To select one node as the relay, the protocol based on 
the number of gateways in its immediate vicinity and its speed 
and position relative to the source node to improve the stabili-
ty of the links. When a node (gateway or ordinary vehicle) of 
the network is overloaded, it broadcasts a message to ask 
some nodes using as the relays (or gateway) to try to redirect 
their traffic to other nodes.  In this work, the authors adopted 
an explicit approach to prevent having overload relays in the 
network. In this work, the authors introduce a mechanism for 
controlling overload network, but they don’t use an efficient 
relay selection mechanism, and for gateway discovery, they 
adopted just reactive approach but in VANETs the hybrid ga-
teway discovery is a most appropriated. 

3 RELAY SELECTION SCHEME 

3.1 Relay Selection Metrics 
• Link stability metric estimation 

Guarantying to vehicles continuous connections to the In-
ternet is the main objective in VANETs, due to the dynamicity 
of vehicular networks. For this purpose, we interest for an 
important parameter in mobile networks called link expiration 
time, in order to select most stable routes between vehicles 
and Internet gateway. 

The link expiration time (LET) is the estimated period that 
two nodes maintain the connection between them in the VA-
NET network. In this work we will predict a LET using the 
location and mobility information provided by GPS [7], for 
this, we suppose that vehicles are equipped with GPS devices, 
therefore, if we know position, speed and direction parame-
ters of two neighbor’s nodes, we can predict the period of time 
that the connection can be maintained between these two 
nodes. The objective of this metric is to select a most stable 
link between two vehicles. This parameter will be more effec-
tive than the others, due to the nature of our protocol.  

We consider two vehicles i and j which identify by coordi-
nates ),( iy
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For example in Figure, the vehicles O and M are selected as 

relays to construct the route from RSU to vehicle I. The LET of 
each link is written over the link. RETI is its route expiration 
time which equals 7.5s in this case. The vehicle I in this exam-
ple is selected as a next relay and will rebroadcast the message 
to its neighbors such as J, K, and L.   
• Vehicle traffic load metric estimation 

In high vehicles density scenarios in VANET, one vehicle 
may be selected as a relay for multiple vehicles, if the number 
of relay requests exceeds the service capacity of the vehicle, it 
might get overloaded, and eventually dropping the packets 
and enforcing re-transmissions. The objective of this work is to 
avoid as much as possible, letting vehicles relays becoming 
overloaded in the network. For this purpose, we consider two 
parameters which are able to give local information about traf-
fic load directing to vehicles. In this paper, we take advantage 
to idle channel rate and average queue occupancy of vehicles.  

As explained in [9], [10], one vehicle can observe the idle 
time or busy time within an observation time interval. The idle 
time of channel idleT can be computed by one station, it simply 
keeps counting the amount of time a channel is busy (or idle) 
during an observation interval time OIT . As it is illustrated in 

Fig. 2 each vehicle adds all the idle periods δ  to compute the 
total idle time during a time of interval OI. 

 
 
 
 
 
 
 
 
The channel availability noted Γ can be computed as fol-

lows: 

OI

k k

OI
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δ
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The queue occupancy noted Q is computed as follows: 

C
LQ =  (4) 

where L is the current queue length and C is a maximum 
number of packets that can be buffered in the queue for each 
node. To estimate accurately queue occupancy, we compute 
its average Q  through an exponential weighted moving aver-

age (EWMA) with smoothing factor Qα   as shown in the fol-

lowing formula: 

)1()1()( −×−+×= tQtQQ QQ αα  (5) 

3.2 Relay Selection And Rebroadcasting 
The relay selection scheme as in [5] is completely in a distri-
buted method. Each vehicle can know from the supported 
information in received message, if it will become relay or no. 
This method   helps in reducing the overhead and collisions in 
the network, future broadcast messages will not flood the 
network, and this prevents broadcast storms from happening. 
The selection of the next hop is performed by mean of the 
Contention Based Forwarding (CBF) suggested in [11]. As ex-
plained in [5], the contention process makes use of biased 
timers. 

For computing a waiting time to set a timer in CBF, we 
need a mathematical function, which lies each element in ]0,∞] 
to its image in ]0,1]. For this purpose, we take advantage to an 
exponential function that satisfies the given criteria proposed 
in [5]. 

 The function noted S, is used to measure the stability of 
link formed between two vehicles i and j, and it depends to 
LETij as follows: 
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where γ is the constant that define the rate augmentation of 

function. More than γ takes small values, more than functions 
S moves quickly to 1. 

Using LET as the routing metric, we will be sure that the 
route selected is the most stable. This will improve certainly 
network performance especially in term of data throughput. 
However, such a path might have many number hops than the 
shortest one. When packet relaying involves more hops, since 
the radio channel is shared among neighboring nodes in the 
network, it will increase medium access contention, interfe-
rence, congestion, and packet collisions. Therefore, path length 
should also be considered when selecting a suitable path 
based on stability. For this purpose, we decide to combine 
function S with another metric called distance rate [12]. Ac-
cording to the authors, it allows a selection of the shortest path 
in term of hops. They defined it as follows: 

R
d

D ij=  (7) 

where dij is the distance between vehicle i (sender), and ve-
hicle j (current receiver), and R is the transmission range of 
vehicles. The global function which will combine both routing 
metrics, LET and distance rate is defined based on weighted 
mean to reduce the effect of D as follow: 

( ) DSU ×−+×= αα 1  (8) 

where α may be selected in 



 1,

2
1  to give more weight for 

U  than D.  
In order to prevent selecting overload relay, we will take in-

 
Fig. 2. Computing channel availability.  

 

IJSER

http://www.ijser.org/


International Journal of Scientific & Engineering Research, Volume 7, Issue 12, December-2016                                                                                        1412 
ISSN 2229-5518 
 

IJSER © 2016 
http://www.ijser.org  

to consideration the overload relay control metric in the relay 
selection scheme. To estimate this metric, we define new func-
tion noted W which combines the idle channel rate and the 
average queue occupancy based on the weighted mean. The 
idle channel rate represents the relative traffic load estimation 
in contrast of vehicle‘s neighbors, however, the average queue 
occupancy represents the local traffic load estimation of the 
vehicle. 

( ) Γ×−+−×= ββ 1)1( QW  (9) 

where β  may be selected in 




 1,

2
1  to give more weight for 

Q  than Γ . 
For the contention over link stability and available traffic 

load, we set time of a waiting timer as: 

( ) )1(1),( WUTWUt −×−×=  (10) 

where T is a maximum forwarding time. 
Due to the nature of our protocol which aims mainly to 

connect VANETs through the most stables routes, each vehicle 
before entering the competition to be relay must check that the 
LET computed with the source is above than a given threshold 
LETthresh.  To avoid as much as possible letting relays becom-
ing overloaded, each node must have a queue occupancy 
drops below than certain threshold Qthresh and idle channel 
rate is above then threshΓ . 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
As detailed in Fig. 3 when receiving a message, a vehicle 

will wait for the amount of time that is computed by the timer, 
before re-broadcasting the message. If during this time it rece-
ives a message originated from the same gateway with the 
same sequence number (means that is another vehicle has re-
transmitted the message), it will cancel the timer and discard 
both messages. Otherwise, it rebroadcasts the message after 

the timer has expired, it becomes a relay and the message sent 
from this vehicle will suppress other vehicles. 

4 OVERLOAD RELAY CONTROL MECHANISM 
The overload relay control mechanism (ORCM) can be di-
vided into an implicit and an explicit approach. The integra-
tion of overload relay control metric in the relay selection 
scheme is considered as an implicit approach to decrease the 
overload relay in the networks. Even this integration, one re-
lay may become overloaded during traffic changes, and it is 
unable to redirect traffic to another less overloaded relay. We 
aim to extend the ORCM with an explicit approach for reduc-
ing having overload relay in the network. ORCM requires that 
each vehicle verifies periodically its queue occupancy Q. If Q 
drops above than a certain threshold (Qthresh), the relay will 
broadcast an alert message to vehicles using it as next hop in 
order to request some vehicles to redirect its traffic for another 
relay. As shown in table 1, the alert message includes the 
speed, the location and the direction of the vehicle source of 
this alert message and a threshold of link expiration time 
(RETthresh) which is selected as the  RET of the current route. 
 

Upon receipt of the alert packet, a vehicle computes a life-
time value of the link to the source of the alert packet using 
formula 1. If this value is higher than the value of threshold 
RETthresh included in the alert packet, the vehicle keeps the 

source as next-hop, otherwise, it starts the process to elect 
another relay using the reactive RSU discovery approach 
which will describe in the next section. 

5 ROUTE TO THE RSU DISCOVERY 
5.1 Proactive Discovery Approach 
Internet access is provided by gateways located in the long of 
road called Road Side Unit (RSU). To extend Internet connec-
tivity to vehicles, they initially need to discover a route to 
communicate with them, for this, an efficient gateway discov-
ery mechanism is required. 

As proactive gateway discovery reduces delay and reactive 
discovery reduces signaling overhead, our work envisages a 
hybrid gateway discovery mechanism for VANET as in [5,13].  

Each RSU broadcasts periodically a message called Road 
Side Unit Advertisement message (RSU_ADV) within its cov-
erage. Similar to [5], before broadcasting, RSU includes in this 

TABLE 1 
ALERT MESSAGE STRUCTURE 

 

 
Fig. 3. Flowchart of relay selection scheme.  
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message current parameters such as its address, relay address 
initialized by RSU address, message sequence number,  geo-
graphic parameters of predefined broadcast zone, and  esti-
mated route expiration time (RET),  the RET is initially set to 
large value. The gateway discovery aims at propagating this 
message using intermediates nodes in this zone. Each vehicle 
keeps a routing table to manage the different routes to differ-
ent RSU. This routing table contains same fields as in [5] such 
as the route expiration time, next hop, message sequence 
number and the gateway address. When receiving a message, 
each vehicle acts as a router and attempts to update its routing 
table. If it does not have any entry with the address of the ga-
teway from which the message was sent, it simply adds an 
entry to the routing table. If it already has an entry corres-
ponding to the RSU address, it checks the message sequence 
number. Messages with higher sequence numbers have newer 
information and should be inserted into the table replacing the 
old information. However, if a message has the same sequence 
number as the entry in the routing table, we check to see if it 
arrived from a better route with greater route lifetime. In this 
case, the vehicle will update the routing table with the infor-
mation extracted from the message.  Routes are removed from 
the routing table when their lifetime expires. 

5.1 Reactive Discovery Approach 
If one vehicle doesn't receive any message from RSU or its 
neighbors, a reactive discovery must be executed. In this case, 
an RSU solicitation message (RSU_SOL) is broadcast by exact-
ly the same mechanism as RSU_ADV until it is received by an 
RSU or any vehicle that is already aware of a route to an RSU. 
If a vehicle is already connecting to the RSU, it sends an un-
icast RSU_ADV message to the sender of the RSU_SOL mes-
sage. Before sending an unicast RSU_ADV message, the ve-
hicle compares its RET of its most stable route to the RSU with 
the RET integrated into the RSU_SOL message, the minimum 
of them is the value of the RET that will be included in the 
unicast RSU_ADV. On receiving the unicast RSU_ADV mes-
sage, the vehicle updates its routing table. If one vehicle 
doesn't receive any message from RSU or its neighbors, a reac-
tive discovery must be executed. In this case, an RSU solicita-
tion message (RSU_SOL) is broadcast by exactly the same me-
chanism as RSU_ADV until it is received by an RSU or any 
vehicle that is already aware of a route to an RSU. If a vehicle 
is already connecting to the RSU, it sends an unicast 
RSU_ADV message to the sender of the RSU_SOL message. 
Before sending an unicast RSU_ADV message, the vehicle 
compares its RET of its most stable route to the RSU with the 
RET integrated into the RSU_SOL message, the minimum of 
them is the value of the RET that will be included in the un-

icast RSU_ADV. On receiving the unicast RSU_ADV message, 
the vehicle updates its routing table.  It can happen that the 
source vehicle receives more than one replay from different 
RSUs or from the same RSU but with different routes, in this 
case, the most stable route will be selected. In case the tie, the 
route with the minimum number of the hop will be selected. 

6 PERFORMANCE EVALUATION 
To evaluate the performance of our proposed approach, we 
have implemented our routing protocol in Network Simulator 
NS2.33. We have compared the protocol developed recently in 
[5] for connecting VANETs to Internet noted SBRP (Stability 
Based Routing Protocol), which based only on movement pa-
rameters to measure link stability, with and without ORCM 
and the protocol M-AODV+ [14] which is an extension version 
of AODV+ [15] proposed to support the reliability of V2V 
communication in VANETs by enabling V2I and I2I commu-
nications as alternative communication links among vehicles 
when single hop or multi-hop communication in the network 
is not possible.  We have performed some simulations in order 
to evaluate our proposed mechanism in term of packet deli-
very rate, end to end packet delay and overhead by investigat-
ing the impact of varying the mobility of nodes, the number of 
sources nodes. 

6.1 Simulation Environment 
In this present work, we have based on the papers [6]-[ 16] to 
give  insights on some measurements of the IEEE 802.11p 
MAC and physical layer using NS2 [17]. The algorithm is 
simply implemented on the MAC layer of each vehicle. The 
data rate is fixed to 6Mbit/s. Using MOVE [18] and SUMO 
[19] we have created our highway scenario of 8000m with two 
lanes. The simulation period in this work is 460s and we wait 
for 100s after the beginning of the simulation as the warm up 
period. All vehicles move from the one end of the highway to 
the other end in the same direction and the number of vehicles 
sources is selected randomly to send CBR data at rate 20 pack-
ets/s to a node that is part of the wired network and is con-
nected to all the base stations. To simulate both protocols we 
have scheduled RSU to broadcast the advertisement message 
every 5s in the predefined broadcast geographic zone which 
has been considered to be a circle with a radius of 1000m, and 
the message is broadcasted in the opposite movement of 
nodes. After a lot of experiments and analyze performed in 
[5], the adequate values of α , β  and γ  are given in table II 
which   provides a summary of all simulation environment 
parameters. 
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To evaluate the performance protocols, we use the follow-
ing metrics: average throughput, end to end delay and over-
head.  
• Packet Delivery Ratio (PDR) is the fraction of total num-

ber of packets received by the destination nodes to the 
total number of packets sent by the source nodes. 

• End to End packet Delay (E2ED) is the average time re-
quired for each data packet sent from source vehicle to 
reach wired node. 

• Normalized Routing Overhead (NRO) is the total num-
ber of control packets generated by each protocol per 
data packets delivered to the destination (wired node). 

6.2 Simulation Results 
In this section, we present the analyses of the performance 

of our approach SBRP with ORCM in contrast with routing 
protocol SBRP without ORCM and M-AODV+ [14]. In one 
side, to see the impact of varying number of the sources on 

network performance, we have fixed the maximum speed of 
vehicles to 30m/s and the number of vehicles is fixed to 200 
vehicles. In the other side, in order to see the impact of chang-
ing maximum speed, we have chosen randomly 20 sources in 
200 vehicles. 

1. Packet delivery rate 
First, we compare the performance of the routing protocols 

in term of packet delivery rate by changing the number of ve-
hicular sources and the maximum speed of vehicles in the 
network.  

The Fig. 4 depicts that the packet delivery ratio decreases as 
the number of sources increases for all protocols, this perfor-
mance degradation can be explained by the fact that interfe-
rence and congestion increased when the number of sources 
increased. Compared to the results in Fig. 5, we observe also 
that the PDR result gets worse for the three protocols, this is 
mainly due to the vehicle mobility increase. The Fig.3 and 
Fig.4 show that SBRP (with or without ORCM) presents better 
results in term of PDR compared to M-AODV+. This im-
provement is due to the fact that it considers link expiration 
time as relay selection metric, in order to choose most stable 
routes. This reduces frequent disconnections in the network, 
therefore losses are reduced consequently. As shown in the 
figures, the SBRP with ORCM improves significantly the PDR 
result in contrast with SBRP without ORCM. The reason be-
hind this outperformance is that the chosen routes are those 
having higher bandwidth and the integration of ORCM re-
duces bottlenecks in the network, which will consequently 
reduce dropping packet.  

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

TABLE 2 
PARAMETERS VALUES IN THE SIMULATION 

 
 

Fig. 4. PDR comparison under different number of vehicular 
sources.  

 

 
Fig. 5. PDR comparison under different maximum speed.  
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2. End to end  delay 

Secondly, we evaluate the performance of the routing pro-
tocols in term of the average end to end packet delay with in-
creasing number of vehicular sources and maximum speed. 

The Fig.6 and Fig. 7 depict that the average end-to-end de-
lay experienced by data packets increases by increasing num-
ber of sources and maximum speed respectively. We observe 
in the figures that the SBRP (with or without ORCM) provides 
considerably lower delays compared to M-AODV+.  Results in 
figures show that the average end-to-end delay of SBRP with-
out ORCM is more important than that presented by SBRP 
with ORCM. The reason of improved end-to-end delay per-
formance by the SBRP with ORCM compared with SBRP 
without ORCM is that when the ORCM is added to the proto-
col, it reduces bottlenecks which will prevent frequent re-
transmissions and longer MAC queues. This avoids the time 
spent for retransmissions and packets waiting in the queue. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 

3. Normalized routing overhead 

Finally, we present the results of normalized routing over-
head generated by routing protocols SBRP (with and without 
ORCM) and M-AODV+, when varying the number of vehicu-
lar sources and maximum speed respectively. 

As shown in figure Fig.8 and Fig.9, we observe that the pro-
tocol SBRP reduces significantly the overhead. However, the 
M-AODV+ generates more overhead when the number of 

sources increases and when the maximum speed increases.  
The overhead generated by SBRP increases slightly, while it 
increases considerably with M- AODV+. This is due to the fact 
that the protocol SBRP uses an efficient relay selection scheme 
which selects only some particular relay to rebroadcast control 
message. This minimizes control messages required to discov-
er the routes and selects more stables routes. It is shown also 
that the SBRP with ORCM generates a smaller overhead com-
paring it with SBRP without ORCM. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

7 CONCLUSION 
In this paper, we have proposed a new mechanism for 

overloading relays control, in order to lighten overloaded re-
lays in the network.  Indeed, we have included it in an existing 
stability based routing protocol which connects moving ve-
hicles to Internet through RSUs. The simulation results show 
that when the ORCM is integrated, the protocol improves sig-
nificantly network performance in terms of packet delivery 
ratio, delay, and overhead. 

In future work, we plan to evaluate our protocol in the 
more realistic environment (freeway and urban scenarios) by 
increasing the number of nodes. Long highway scenarios need 
to install many RSUs along the road; we aim to couple VA-
NETs with another wireless technology offering wide range of 
communication such as WiMAX or 5G cellular networks. 

 
Fig. 6. E2ED comparison under different number of vehicular 
sources.  

 

 
Fig. 7. E2ED comparison under different maximum speed.  

 

 
Fig. 8. NOR comparison under different number of vehicular 
sources.  

 

 
Fig. 9. NOR comparison under different maximum speed.  
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